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Abstract—Developers often insert temporary “print” or “log”
instructions into their code to help them better understand
runtime behavior, usually when the code is not behaving as they
expected. Despite the fact that such monitoring instructions, or
“ad-hoc logs,” are so commonly used by developers, there is
almost no existing literature that studies developers’ practices
in how they use them. This paucity of knowledge of the use of
these ephemeral logs may be largely due to the fact that they
typically only exist in the developers’ local environments and are
removed before they commit their code to their revision control
system. In this work, we overcame this challenge by observing
that developers occasionally mistakenly forget to remove such
instructions before committing, and then they remove them
shortly later. Additionally, we further studied such developer
logging practices by watching and analyzing live-streamed coding
videos. Through these empirical approaches, we presented where,
how, and why developers use ad-hoc logs to better understand
their code and its execution. We collected 27 GB of accidental
commits that removed 548,880 ad-hoc logs in JavaScript from
GitHub Archive repositories to provide the first large-scale
dataset and empirical studies on ad-hoc logging practices. Our re-
sults revealed several illuminating findings, including a particular
propensity for developers to use ad-hoc logs in asynchronous and
callback functions. Our findings provided both empirical evidence
and a valuable dataset for researchers and tool developers seeking
to enhance ad-hoc logging practices, and potentially deepen our
understanding of developers’ practices towards understanding of
software’s runtime behaviors.

Index Terms—Empirical Software Engineering, Ad-hoc Logs,
Mining Software Repository

I. INTRODUCTION

Logs, such as print in Python or console.log in JavaScript,
are often used for the following two scenarios:

Production Logs: Developers insert logging statements to
continuously monitor the software after deployment (i.e.,
logs in production) [1]. For instance, they might in-
sert a logging instruction into an exception block to
record the errors that occur during production, such as
logger.error (e.errorMessage). These logs are consid-
ered essential for monitoring active software in production and
are necessary to continue to be kept in the codebase.

Ad-hoc Logs: Developers insert logging statements on their
local machines for quickly understanding the runtime behav-
iors of the software under development (i.e., ad-hoc logs) [2],
[3]. For instance, if a crash occurs during development, a
developer might hypothesize, “I do not think the program
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Commit Message: removed console logs
Repository Name: ellismarkf /lark

141 123 option.destinationArrivalHour = destinationHour;

142 124 option.destinationArrivalMins = destinationMins;

143 125

144 - console.log('is this code running?');

Fig. 1. Example GitHub commit that removes a previous accidental commit
of an ad-hoc log

executes this line of code.” They would then temporarily
insert a log statement at the target location to collect runtime
information, verifying whether the runtime behaviors match
their hypotheses, and continuing their experiments accordingly
and iteratively. Such print statements are intended to be deleted
before developers push their code into production or version-
control system.

Many software-engineering studies have primarily focused
on production logs (e.g., [1], [4]-[8]). For example, some
research examines the optimal placement of production log
statements (e.g., [6], [8]), while other studies analyze the
content or specific variables captured in log statements (e.g.,
[71, [9]). Building on these empirical studies, researchers have
also proposed tools that suggest the best locations and content
for log messages to enhance logging practices (e.g., [6], [10],
[11]). Additionally, with the large volume of log messages
generated, other studies explore which logs developers should
prioritize [12] or aim to improve the usability of log outputs
through visualizations [3]. In contrast, to the best of our knowl-
edge, the second type of logs—ad-hoc logs'—remains largely
understudied in software-engineering literature [1]. Despite
their essential role in software development, particularly in
debugging [3], [13]-[17], the transient and local nature of ad-
hoc logs has limited the research community’s ability to study
and understand them.

Fortunately, for the purposes of research, not all ad-hoc logs
are completely hidden in developers’ local environments. Like
anyone, developers occasionally make mistakes when pushing
code to version-control systems, such as GitHub, ranging
from simple, easily fixable errors [18] to exposing sensitive
information, such as API keys [19]. Our research leverages

In this work, we use “log” and “logging statement” interchangeably to
refer to a logging instruction, as in prior work [3].



this serendipitous opportunity to address a significant research
gap: inferring developer challenges in understanding runtime
behavior of code by analyzing large-scale empirical evidence
of ad-hoc logs.

This research enables such understanding through mining
accidental commits that remove them, as indicated by commit
messages (e.g., “remove console.log”) in version-control sys-
tems like GitHub. Figure 1 shows one example of commits
and logs that we mined from the GitHub Archive.

For deepening our understanding of the use of these logs,
we also qualitatively analyzed the 36 hours of developers’ live-
stream videos collected by Alaboudi et al. [13]. This further
analysis allows us to see all of the temporary placement and
use of their ad-hoc logs, instead of just the ones that were
mistakenly committed to the version-control system. It also al-
lows us to better understand the situations and comprehension
tasks in which the developer needed to use them. Whereas the
GitHub data gives us breadth and scalability, the live-stream
data gives us depth and qualitative insight.

The results of our studies revealed a number of interesting
findings. For example, we found a common logging behavior
in which developers made efforts in structuring the console
outputs so that they could pinpoint and compare the program
states or executions on the fly.

Additionally, we found that certain types of code locations
that developers used ad-hoc logs were overrepresented when
looking at the proportion of those types of locations in the
overall dataset. For example, developers placed these print
statements into asynchronous and callback functions at a
greater rate than the overall rate of those types of functions
in the dataset. Apparently, such functions required logging for
developers to understand their execution. Moreover, developers
used these logs to understand more complex-logic functions,
more often than those of lesser complexity.

Our study makes the following contributions: (1) We con-
ducted an empirical study for understanding ad-hoc logs,
guided by research questions informed by prior literature
and qualitative findings. (2) We analyzed developers’ live-
coding sessions [13], [14] to gain insights into their ad-
hoc logging behaviors, which provides qualitative context
for understanding the motivations and ad-hoc log-authoring
practices. (3) We introduced a novel mining method that
captures data previously considered inaccessible or hidden
in local environments, such as ad-hoc logs, by leveraging
developer mistakes. (4) We collected and published 27 GB
of JavaScript commits from GitHub Archive [20], and Google
Cloud BigQuery [21], containing 548,880 removed logs, along
with corresponding metadata from the GitHub APIL

Our paper is organized as follows: In Section II, we discuss
the studies that motivated our work. In Section III, we present
the research questions inspired by the literature. Section IV
details the data-curation process that supports our study.
Next, we describe the data-analysis process in Section V.
Section VI presents the findings for each research question.
In Section VII, we discuss our results and address threats to
validity. Finally, in Section VIII, we conclude our study.

II. BACKGROUND

Comprehending Dynamic Behaviors of Software. Achieving
a congruence of developers’ mental models and their programs
under development is a challenging but crucial task. Gilmore
studied 80 developers performing debugging tasks and found
that “the success of experts at debugging is not due to better
debugging skills, but rather to better comprehension” [22].
Previous studies also found that developers spent 35% [23]
to 58% [24] of their time on program comprehension. Devel-
opers often need to comprehend dynamic software behavior
and align high-level functionalities with their corresponding
implementation specifics. Such alignment is essential for car-
rying out development tasks, such as feature enhancement,
debugging, and performance optimization [22], [25], [26].

To our knowledge, we are the first large-scale study to exam-
ine ad-hoc logging practices. The studies on how developers
utilized debuggers and print statements are scattered across
literature. Some studies note similarities, such as developers’
reliance on basic tools like print statements and debuggers,
rather than advanced program-comprehension tools, which are
often unknown or underutilized [26], [27]. However, there
are conflicting observations regarding developers’ tool pref-
erences. For instance, qualitative studies have reported that
developers frequently use debuggers to collect runtime infor-
mation [27], or even preferring them over print statements [2].
However, Beller et al.’s later study on developer behaviors
challenged this view, finding that “printf debugging”, is both
widely practiced and preferred by developers [15].

A Glimpse into Runtime Behaviors: Logs. Logs provide
developers with insights into software behavior at runtime,
serving a range of purposes, from software maintenance to
debugging. Unlike feature-heavy debuggers, logs are also
lightweight and universal to employ [15]. For instance, Unix
contributor Brian Kernighan maintained that “the most ef-
fective debugging tool is still careful thought, coupled with
judiciously placed print statements” [28]. Linus Torvalds has
expressed a similar view, stating that he “never liked debug-
gers” [29]. However, these opinions are largely anecdotal, with
little empirical evidence to substantiate them.

Beller er al. highlighted the significance of ad-hoc logs,
discovering that most developers rely on print statements for
debugging [15]. We are therefore interested in the charac-
teristics and motivations behind these transient logs, such as
their locations, content, and developers’ underlying intentions.
However, to our knowledge, only one study by Jiang et
al. [3] has explicitly focused on ad-hoc logging, while other
studies have primarily analyzed production logs for system
maintenance. We categorize these studies into four areas,
which we label as: Why, How, Where, and What.

Why: Li et al. surveyed 66 developers and analyzed 223
logging-related issue reports, identifying four key benefits of
logging: troubleshooting support, execution tracking, aiding
comprehension, and bookkeeping [4]. In the context of embed-
ded software engineering, Yang et al. interviewed 28 develop-
ers and found that production logs are mainly used for problem



localization and performance improvement, rather than under-
standing or reverse engineering existing systems [30].

How: Jiang et al. interviewed seven developers as formative
research for their ad-hoc log visualization tool, identifying
four key challenges in log authoring [3]: lack of meaningful
organization in log output, insufficiently informative data
visualizations, frequent context loss due to view switching, and
trade-offs in crafting and interpreting logs. Li e al., focused on
logging levels and found that existing logging statements and
containing block types are the major factors in determining the
appropriate log level for the newly added log statements [31].

Where: The location of production logs has been widely
studied. Fu et al. conducted a mixed-methods study at Mi-
crosoft, combining code analysis on two large systems with
interviews, and identified five categories of log locations and
their distributions [6]. Similarly, Li e al. analyzed seven large
open-source Java systems, identifying seven categories of log
locations and corresponding distributions [8]. Both studies
developed log-location recommendation systems, laying the
groundwork for future tools [10], [11], [32].

What: The content of log statements has received less focus.
Liu et al. developed a recommendation tool using RNNs to
suggest which variables developers should log, though the
specific characteristics of these variables were not detailed [7].
Jiang et al. observed that developers often use template strings
and labels to facilitate context switching between source code
and log output [3].

These studies, mostly focusing on production logs, have
informed our research questions and provided methodological
insights and points of comparison for our work.

Capturing Developers Glimpses through Mistakes. We hy-
pothesize that limited research on comprehending software’s
dynamic aspects stems from the challenges of recruiting partic-
ipants and analyzing their data. To capture often-hidden traces
like ad-hoc logs from developers’ local environments, studies
have traditionally relied on lab setups [33], video analysis of
small groups [34], or large-scale surveys to approximate devel-
oper behaviors [35]. For example, Maalej et al. surveyed 1,447
participants to identify comprehension-supporting factors and
information sources, such as documentation [35]. Alaboudi et
al. analyzed 15 live-stream videos to study the patterns of
debugging, editing, and execution cycles [34], [36]. Similarly,
Beller et al. recruited 458 developers to install custom IDE
plugins to monitor debugging practices [15]. Despite these
contributions, replicating or building on such studies remains
difficult due to the complexities and costs of human-subject
research—challenges that include recruitment difficulties [37],
contextual variability [38], ethical considerations, and potential
biases [39]. For instance, Beller et al. reported that after 60
retweets of their study invitation, only two new participants
joined [37]. Additionally, even with recruited developers,
it remains difficult to differentiate ad-hoc logs from those
intended for production when monitoring their typing in IDE.

The challenges of working with human subjects for incre-
mental studies led us to draw on previous mining software
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Fig. 2. Two Data Sources (GitHub Archive & Google BigQuery) and Their
Distributions

repositories (MSR) research, especially for those works that
uncover hidden patterns in revision histories. For example,
Beyer et al. identified bug-fixing patterns from GitHub his-
tories [40], and Sinha et al. published data on secret key
leaks caused by developers’ mismanagement of public version
control systems [41]. Observing developers’ frequent mistakes
in version control, we mined and published ad-hoc logs by
examining patches made after inadvertent changes. Although
it is possible that developers could intentionally commit such
logs, we consider them as mistakes for multiple reasons: (1)
we cannot know the initial developer intent and the subsequent
deletion may indicate a fix, (2) console.log instructions in
JavaScript output to transient consoles for users, and (3)
community guidelines (e.g., Airbnb [42]) and widely used
linters (e.g., ESLint [43]) discourage committing console.log
statements to version-control systems.

To gain deeper insights into the motivations behind these
logs, we also conducted qualitative analysis on Alaboudi et
al’s video data [34]. We hope our exploratory study and
dataset can inspire further research on ad-hoc logging prac-
tices and stimulate more in-depth discussions on developers’
comprehension of software’s dynamic behaviors.

III. RESEARCH QUESTIONS

Built upon previous research in understanding Where, What,
Why, and How, we formulate the below research questions for
analyzing our collected data.

RQ1:
RQ2:

Where in code do developers place ad-hoc logs?

What information do developers include in ad-hoc logs?

RQ3: Why do developers use ad-hoc logs?

RQ4: How do developers manipulate (insert, revise, and re-
move) ad-hoc logs to achieve their goals?

IV. DATASET CURATION

In this section, we provide an overview of the curation
process for two types of data that enabled our empirical study:
(1) ad-hoc logs and their corresponding metadata, such as
commit, repository metadata, before-and-after code; and (2)
live-stream videos of developers inserting ad-hoc logs for
debugging or comprehension. To ensure reproducibility, the
complete dataset and crawling scripts are available in [44].



TABLE I
EXPLANATION OF FIELDS AND EXAMPLES FOR THE LOGS METADATA

Field Description and Example
logInString The string content of the log statement.
Example: "console.log (pattern)"
functionName The name of the function where the log resides.
Example: "calcAreasByPattern"
functionType The type of the function (e.g., FunctionDeclaration).
Example: "FunctionDeclaration"
logLoc The location of the log in the code, including the start and end positions (line and column).

Example: {"start": {"line": 95, "column": 4}, "end": {"line": 95, "column": 24}}

complexityOfFunction

Metadata about the complexity of the function.

Example: {"name": "calcAreasByPattern", "complexity": 3, "line": 87}
arguments A list of the arguments passed to the function.

Example: [ {"str": "pattern", "typeOfArg": "Identifier"} ]
isAsyncFunction A boolean indicating whether the function is asynchronous.

Example: false

isCallbackFunction

A boolean indicating whether the function is a callback function.
Example: false

isAnonymousFunction

A boolean indicating whether the function is anonymous.
Example: false

blockStatement The type of block statement where the log resides, such as FunctionDeclaration, TryStatement.
Example: "FunctionDeclaration"
repositoryName The name of the repository where the code is stored.
Example: "0067ED_vue-block"
commitSha The commit SHA of the repository at the time of removing the logs.
Example: "fOceff46bc35c9caad200fchbcdd53892c5a966a6"
folderPath The file path to the folder where the log is located within the repository.
Example: "src_components_algorithm_area_js"
TABLE I
EXPLANATION OF FIELDS AND EXAMPLES FOR THE REPOSITORIES METADATA
Field Description and Example
description The description of the repository

Example: Independent technology for

full_name

The name of the owner and the name of the repository
Example: TryGhost/Ghost

contributors,
stars, forks_count,
watchers_count, size

Basic statistics of the number of contributors, stars, forks, watchers, and size, of the repositories.
Example: 1154693

lastUpdated Last updated time when we query the repository on October 29, 2024
Example: 2016-03-04T08:20:372
isActive Whether the repository is actively maintained in the last 6 months when querying

Example: false

Ad-hoc Log Statements. To collect logs that were later
removed by developers in JavaScript, we first identified the
targeted commits from GitHub Archive. The process began
by extracting all events of type PushEvent from GitHub
Archive. From these events, we extracted the commits whose
messages matched the target regular expression: (removel
delete).*?console.log.

Due to the rate limitations of the GitHub API, we gathered
PushEvents from February 12, 2011, to January 11, 2020.
These events could contain commits that dated back to 2007.
Later, we supplemented this dataset with a sample of addi-
tional commits through Google BigQuery, covering the period

up to October 1, 2024. The SQL query used in BigQuery
selected only the first commit from each PushEvent from the
entire GitHub Archive and filtered them using the same regular
expressions. Figure 2 illustrates the distribution of data from
these two sources.

After retrieving the commits, we used GitHub APIs to col-
lect the necessary data that is missing from the event metadata,
such as number of stars of the repository, for subsequent
analysis. The structure of the data that we gathered for each
log and each repository are shown in are provided in Table I
and Table II, respectively. The crawling scripts and dataset
are available in [44]. We collected a total of 364,837 unique



commits, with 276,927 sourced from the GitHub Archive and
87,910 from the GitHub BigQuery API sample. Of these,
30,529 commits were found in both sources. The average
number of commits per repository is 1.54 and the average
number of commits per month is 1,745.63. We collected a total
of 202,144 repositories from GitHub Archive, of which we can
use 156,265 repositories because they are available through
GitHub API. Such discrepancy may be due to repositories that
were either deleted or made private.

Figure 4 shows the cumulative ratio of projects that had
any activity during the last N months. We found most projects
(81.4%) showed no recorded activity within the six months
prior to our data collection on October 29, 2024. Table III
shows the basic statistics of the number of contributors, stars,
forks, watchers, and size. We could see that most of them are
lean toward small number, indicating most of the collected
repositories are personal and small.

Live-Streamed Videos. In this subsection, we detail our data-
curation process, building on the work of Alaboudi and
LaToza [14], where researchers observed developers live
streaming their software development and documented their
working cycles. Developers, in particular, are adopting live
streaming to increase visibility, facilitate education, and foster
community [45]. Such a dataset provides unobtrusive ob-
servation of behaviors in natural settings, which can reduce
observer bias [46]. Despite its potential, live streaming remains
underexplored in software-engineering research. Fortunately,
prior work by Alaboudi and LaToza [14] has made significant
strides by collecting and labeling live-streamed videos and
developing the observer-dev.online platform [47], tailored for
software-engineering researchers. We used all 15 videos (total
duration: 36:01:30) that they curated and conducted a thematic
analysis, with both the dataset and our qualitative findings
made publicly available [48]. While little research has explored
why and how developers insert log statements, Alaboudi and
LaToza [14] segmented each video into debugging episodes,
such as “Testing the program and reading the outputs” or
“Interacting with a file of code (Edit).” These segments
allowed us to efficiently pinpoint moments when developers
began adding log statements to their source code.

V. DATA ANALYSIS

In this section, we detail our data-analysis process that
enable answering the above research questions.

A. Analyzing Ad-hoc Logs through Mistakes

To address RQ1 and RQ2, we prepared the dataset for
analysis by conducting the following preprocessing steps:

Filtering: Developers sometimes include commit messages
without corresponding file changes or add files outside our
target programming languages. To address this, we generated
diff files by comparing only JavaScript and TypeScript files
before and after each commit. Additionally, we filtered out li-
brary files and minified files, using Google Chrome DevTools’
minified file-detection algorithm [49]. We then processed the
before files to search for console.log CallExpressions. When

Fig. 3. Screenshot of Observe-dev.online, when a developer is adding a log
into their code

TABLE III
STATISTICAL SUMMARY OF REPOSITORY METRICS.

Metric Mean Std Dev Min  Median Max
Stars 206.71 2978.04 0 0 403,857
Forks 36.80 524.81 0 0 71,736
Watchers 206.71 2978.04 0 0 403,857
Size (bytes)  63,012.31  704,317.70 0 2,417 55,403,320
Contributors 43.81 299.58 1 3 21,163

located, we extracted these logs if the corresponding line
number matched the deleted lines in the diff files.

Contextualizing Log Messages: Extracting log messages
alone lacks context. We predefined metadata for static anal-
ysis, capturing the functions and blocks containing each
log, the parameter types in log statements, and Cyclomatic
Complexity [50] using the cyclomatic-complexity library [51].
The scripts and metadata are accessible at [44]. To identify
removed lines of code, we analyzed diff files for deleted con-
sole.log lines. Using the @typescript-eslint/typescript-estree
library, we parsed the AST, traversing from the CallExpression
node to identify enclosing blocks and functions, and inferred
names for anonymous functions based on Figure 5. From
364,837 commits, 215,160 contained removed logs. A single-
threaded analysis, run over two days, extracted 548,880 ad-hoc
logs, stored in a 436.7 MB JSON file.

Preparing samples for comparison: To estimate complex-
ity and function-type distribution, we prepared three repository
samples. The first sample includes 1,000 JavaScript reposito-
ries created between 2023 and 2024, randomly selected from
approximately 3,000 results using the GitHub Search API. The
second and third samples each contain 1,000 repositories, ran-
domly selected from GitHub Archive and GitHub BigQuery.
Detailed distributions are provided in Section VI.

A concern with our approach is whether the removed logs
were genuinely ad-hoc. To validate this, we manually analyzed
100 sampled commits. Logs were labeled as ad-hoc if they
were not replaced by other logs or by functions from third-
party logging libraries. Among 130 files with 269 removed
logs, only 5 logs (1.86%) were labeled as non-ad-hoc. The
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Variable Declarator : var cb = function ()

=> {...}
Call Expression : fetch(...).then(() => {...})
function() => {...}

0 =>{.}}

Assignment Expression : cb =

Class Property : class Text {getText =

Fig. 5. Custom approach to assign names to anonymous functions. Tokens
highlighted in red represent the names assigned to these functions. We use
such method to conduct analysis on function names later.

labeled data is available in [52].

B. Qualitative Analysis of Live Streaming Data

To contextualize the ad-hoc logs for answering RQ3 and
RQ4, we began the analysis of live-streaming data by identify-
ing the debugging episodes within the labeled data created by
Alaboudi ef al. [14], specifically those marked as “interacting
with a file of code (Edit, Log)” or “interacting with a file of
code (Log).” For each identified video segment, we reviewed
it by either rewinding or fast-forwarding until we can address
a series of pre-crafted guiding questions for our deductive
thematic analysis [53]. Fig 3 shows a screenshot of observe-
dev.online, when a developer is inserting a log into their
codebase. We answered the following questions by cross-
referencing streamers’ behaviors and their verbal expressions.

« How and why did they insert the log statement?
« When and how did they remove the log statements?
o Where and what exactly did they log?

The first author initially coded five videos containing 45
ad-hoc logs and developed a codebook, which is available in
the replication package [48]. The second author then inde-
pendently coded the same five videos. There was substantial
agreement between the two researchers, as indicated by Co-
hen’s k = 0.849. Any disagreements that arose were discussed
with the research team during weekly meetings until a con-
sensus was reached. Subsequently, one researcher proceeded
with coding the remaining videos. A total of fifteen videos
from [14], comprising over 36 hours of content, were analyzed
to identify 92 ad-hoc logs. Each video was labeled from V1
to V15. Three videos contained no ad-hoc logs. For instance,
V5 and V6, programmed in Rust, relied solely on compile-

time error logs for debugging, while V14, programmed in C#,
consistently used the Visual Studio debugger.

VI. RESULTS

Using the methodology described in the prior two sections,
we produced a number of results and findings, which we
present here, organized by the research questions that we seek
to answer.

A. RQI: Where do developers put these logs in their code?

Distribution of Ad-hoc Logs vs. Logs in Production.
Figure 6 shows the results of where developers mistakenly
placed ad-hoc logs, based on our analysis from both sources.
The largest proportion of these ad-hoc logs appears within
ArrowFunctionExpressions, which use a shorter function syn-
tax and account for 28.2% of these placements. Additionally,
24.0% of logs are placed within FunctionExpressions, 9.6%
are found in FunctionDeclarations, and 15.2% are found in
MethodDefinition.

Both FunctionExpression and FunctionDeclaration repre-
sent functions created with the function keyword. However,
FunctionExpressions create functions in expressions, which
may or may not have names, whereas FunctionDeclarations
create named functions directly. The MethodDefinition is a
shorter syntax for defining a function property in an object.
All represent root-level placements within a function (i.e., not
in a deeper block, such as an if block) in any form, which
accounts for 77% in total. Also notice that TryStatement and
CatchClause placements only account for 2.5% and 1.2% of
the placements, respectively.

These results differ from prior works’ reporting of the
location of production logs, which showed that 69.9% of
the logs were either in error catch blocks or right after if
statements [8].

Our qualitative analysis of live-streamed coding videos
reveals a similar distribution: 71 logs (77.17%) out of 92
appear in function bodies, with only one located in a catch
block. We believe this alignment reaffirms the validity of
our dataset and highlights a fundamental difference in log
motivations: logs in production aim to support maintenance,
while ad-hoc logs primarily aid program comprehension.

Finding 1A: Most ad-hoc logs were placed at the root level
of function blocks (77%), which differs from the distribution
found in production logs, where half are located in catch or
branch blocks [6], [8], [54].

Types of Functions with Ad-hoc Logs. Understanding
a JavaScript system can be challenging for developers due
to the wide use of asynchronous and event-driven functions.
This challenge has led to extensive research in visualization
and static analysis to help developers debug these specific
features more effectively [55], [56]. As such, we are curious
to study if such functions (specifically anonymous, callback,
and asynchronous) received more use of ad-hoc logs for
developers to understand them at runtime. To assess the overall
distribution of these function types as a baseline, we followed



TABLE IV
DISTRIBUTIONS OF DIFFERENT TYPE OF FUNCTIONS FROM THREE SAMPLES

Sample Type Total Function No.  Async Function (%)

Anonymous Function (%)  Functions as Direct Callback  Others

Sample 2023-2024 1,070,838 46,940 (4%)
Sample GitHub Archive 2,937,684 18,628 (0.63%)
Sample GitHub BigQuery 2,009,471 146,351 (7.28%)

664,649 (62%)
2,393,852 (81.49%)
1,725,954 (85.89%)

249,743 (23%)
902,542 (30.72%)
771,356 (38.39%)

377,939 (35%)
516,581 (17.58%)
262,625 (13.06%)
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the sampling method described in Section V-A, and present
the distributions of different types of the functions from three
samples in Table IV. We can see the majority of the functions
are anonymous, asynchronous function is only account for less
than 10%, and callbacks are less than 40%.

We present the distribution of function types where ad-hoc
logs were placed in Figure 7, which shows the distributions
of function types across Async, Callback, and Anonymous
functions. Async functions are marked with the async keyword
and are commonly used to handle asynchronous operations,
such as HTTP requests. Callback functions, in this context,
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refer to functions defined directly within the call site of another
function, as it is impractical to exhaustively determine if all
functions are passed as parameters. Anonymous functions are
defined without names.

Additionally, we analyzed how the distribution of function
types has changed over time. We present only the changes
in the distribution of Async functions in Figure 8, as the
distributions of Callback and Anonymous functions remain
relatively stable over time; details for these can be found in the
replication package [44]. Figure 8 shows that the percentage of
asynchronous functions containing ad-hoc logs has gradually
increased since the introduction of the async keyword around
mid-2017, reaching as high as 47.6% in August 2024. This
percentage is significantly higher than in our 2023-2024
sample repositories, where only 4% of collected functions are
asynchronous. Similarly, the qualitative analysis shows that in
all JavaScript videos, 45.3% (24 out of 53) of the ad-hoc logs
are in the Async and Callback.

Name of the functions with ad-hoc logs. We are also
interested in two specific types of functions: the names of
functions that accept other functions containing ad-hoc logs as
arguments, and the names of functions or methods extracted
using our custom naming approach, as defined in Figure 5.
Figure 9 presents the top-10 most frequent function and
method names in which ad-hoc logs were found. As shown,
render is the most common name, appearing over three times
more frequently than the second-most common name. This
result suggests that ad-hoc logs are often placed in lifecycle
functions commonly seen in frontend libraries like React or
Vue. Similarly, componentDidMount, init, and ngOnlnit are
lifecycle functions frequently used in React, Angular, and Vue.
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Our qualitative data also shows that the developer in V13
placed an ad-hoc log to understand the React lifecycle, where
the timing is controlled internally by React, as they noted, “My
question is why does it render once at all.”

Figure 10 displays the top-10 most frequent names of
functions that accept callbacks. The most common name, then,
appears over twice as often as the second-most common name.
This pattern suggests that ad-hoc logs were frequently placed
within callback functions accepted by the then function. The
distribution implies that many callbacks support asynchronous
behaviors, as then is typically associated with Promises, com-
monly used for handling asynchronous operations before the
introduction of the async keyword.

Finding 1B: Many ad-hoc logs are placed into callbacks,
asynchronous, and library lifecycle functions. Moreover, the
proportion of these logs in asynchronous functions increased
from its introduction in 2007 to 2024. These findings
suggest that developers use ad-hoc logs to help them in
their struggles to understand how such indirect control-flow
actually work at runtime.

Complexity of the function with ad-hoc logs. We sus-
pected that function complexity may influence the placement
of ad-hoc logs. To investigate, we compared the cyclomatic
complexity of functions containing ad-hoc logs with the com-
plexity of all functions in the sample repositories from both
BigQuery and GitHub Archive sources. Our analysis revealed
significant differences in mean complexity in both datasets.
For functions with ad-hoc logs from BigQuery (u = 7.77,
o = 19.19, £ = 4.0), the mean complexity was higher than
that of all functions (u = 3.32, ¢ = 6.20, £ = 2.0), with
a one-sided Welch’s t-test yielding a t-statistic of 92.26 and
a p-value < 0.001. Similarly, for functions with ad-hoc logs
from GitHub Archive (¢ = 5.62, ¢ = 10.21, £ = 3.0), the
mean complexity exceeded that of all functions (1 = 3.64,
o = 155.06, x = 2.0), with a t-statistic of 7.94 and a p-
value of 9.76 x 10716, These results indicate that functions
containing ad-hoc logs are significantly more complex than
general function samples in both datasets.

Finding 1C: Ad-hoc logs were more frequently placed
in the functions with higher cyclomatic complexity. This
finding suggests that developers need more assistance in
understanding execution behavior in complex logic, and use
ad-hoc logs to do so.

B. RQ2 What do developers put in the log statement?

Ad-hoc Logs with Variable Labels. Most logs accept only
one (72.6%) or two (24.2%) variables or literals. Additionally,
echoing the findings from prior work [3], developers often add
labels to help trace logged variables back to their source code
within a stream of console output. Our data suggest that, if a
log has two arguments, 84.7% contain at least one literal, and
of those, 51.5% include the name of the other argument within
the literal. For example, console.log(’Results: ’, results); is
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a case where the developer labels the variable to facilitate
locating it in the output console stream.

Ad-hoc Logs Formats. Figure 11 shows the top 30 most
frequent literal contents in ad-hoc logs. The symbol R repre-
sents characters that are repeated more than three times; for
instance, =R indicates a sequence of repeated equal signs. As
shown, the most frequent literal is a number, followed by here,
and then a sequence of repeated dash signs. Many literals serve
as formatting strings or execution order anchors, such as se-
quences of dashes or equal signs. Developers also use template
strings, function names, or brief identifiers (e.g., render, hi, or
hit), and sometimes formatting functions, to locate or organize
outputs. We also analyzed the CallExpressions that appear in
ad-hoc logs. Among these, the most frequently used function
is JSON.stringify (14.81%), a formatting tool that structures
complex objects.

In live-stream video coding, the percentages are similar for
the log parameter count, where the logs contain one (69.6%)
or two (19.6%) arguments, and 15 out of 18 (83.3%) two-
argument logs are structured as label string and variables.
Furthermore, 9 out of 15 (77.8%) contain the name of the
variable. In addition, similar to the JSON.stringify function,
developers using C/C++ tend to create formatting functions of
their own. In V4, V7, V12, the developers wrote their own
debug function infof, dbg, dbgprintf to simplify forming
a more readable log output. When logging variables without
native serialization methods, the developers in V4 and V7
wrote helper functions to output variables in a readable string.

Finding 2: To locate the variable and to understand exe-
cution order on the fly, developers structure the output of
ad-hoc logs through labeling and formatted strings akin to
findings from prior work [3].

C. RQ3: Why do developers use ad-hoc logs?

To answer RQ3 and RQ4, we shifted our focus to live-
streamed data to address more qualitative questions and gain



insight into why and how developers use ad-hoc logs. From
analyzing and coding 15 live-stream videos, we summarize
our key findings as follows:

Understanding Program States: Developers often use ad-
hoc logs to observe or compare program states for several rea-
sons. A common reason is to capture states that are not imme-
diately clear from the source code, such as states introduced by
a third-party library or fetched via a web API. For example, the
developer in V3 expressed uncertainty about a library function
call’s effect and logged a boolean value triggered by a GUI
click event, noting, “Does it return true when option changes,
or does it return true when it set it on? That’s the thing I
don’t know. Let’s find it out.”” Developers also log multiple
states to cross-reference their values, ensuring they align with
expectations. For instance, the developer in V13 checked three
boolean values with logs to iteratively verify they matched
expectations. In other cases, logs are used to check the state
of a single variable or condition, providing quick feedback
on specific program values. To understand the initial program
states when debugging the function, developers also inserted
the logs right after the function to inspect the parameters. For
example, the developer in V9 log the parameter right after the
function to check how the function works, “alright, let’s see
what this does.” Developers also crafted their own formatting
function when dealing with complex or non-readable program
states. For example, the developer in V4 working on the curl
project introduced a function what2name to transform a
constant integer to a string, which increased the readability
of logging outputs.

Understanding Execution Flow: Logging is often used
to understand or verify code execution, particularly for those
in asynchronous functions or executions from third-party li-
braries. For example, V13 inserted an ad-hoc log with “-----"
in a lifecycle method, noting, “It gives me a spot to look at...
vep, looks like the componentDidUpdate did not get called
when I set the props.” Another reason is sanity checking,
where developers insert strings or variables to confirm that the
program reaches specific points. For example, V1 logged “IM
GOING TO RUN HERE” to verify if the software actually
reach to that specific point.

Finding 3: Developers inserted ad-hoc logs to understand
program states and execution flow, especially those are not
immediately clear to them such as asynchronous functions
or states introduced from third-party libraries. They also
used these logs to check their hypotheses of expected
runtime behavior and perform sanity checks.

D. RQ4: How do developers manipulate (insert, revise, and
remove) ad-hoc logs to achieve their goal?

Our study revealed that developers used various methods to
create and refine ad-hoc logs, including iterative adjustments,
comparisons, diverse timing and strategies for log removal.
Key themes include:

Iterations: Developers iteratively refined logs to gain deeper
insights into program states and locate the best logging po-

sitions or variables. For example, V15 modified the same
log three times, adjusting console.log(this.props) to con-
sole.log(this.props.navigation.action) over several edit-run cy-
cles. Similarly, V7 iterated six times to pinpoint the call stack
of a double-click event by moving ad-hoc logs back one level
with each attempt, remarking, “I don’t remember how all this
works, so we are just gonna print to make sense of it.”

Comparison: Developers used logs to compare program
states, often by including multiple states in a single log state-
ment or spreading them across multiple statements. Adding
labels, such as variable names, helped track outputs back to
their source code. For example, V4 logged the same variable
at two different execution points with different labels to check
if their values aligned.

Additionally, developers placed ad-hoc logs in multiple
locations to compare execution order across different parts of
the program, particularly in complex logic or asynchronous
code. For instance, V2 inserted two dummy strings in separate
locations and observed their execution order in the log output
stream as different events occurred.

Diverse Timing of Ad-hoc Log Removal: As expected, the
majority of ad-hoc logs are removed once they have served
their purpose: 66% were removed immediately after seeing
their output, and further, 87% were witnessed or known to
be removed, eventually. Of the remaining, 8% are unknown
to have been removed, as their videos end before we could
witness their fate, and 5% were seen to be committed to their
repository—3 were intentionally committed, as they evolved
into production code, and 2 were labeled as possibly accidental
commits. Some more interesting examples of these include: (1)
V1 stored logs in a git stash for potential future debugging,
and (2) V13 was prompted to remove a log after seeing its
output in the terminal.

Diverse Strategies for Ad-hoc Log Removal: Log removal
strategies varied. Aside from the most common method of
key-in deletion for ad-hoc logs, V1 chose not to commit
the file containing the logs, while V9 commented out log
4 to compare different runs and retain it temporarily. Linter
tool highlights in V13 reminded developers to remove logs.
V13 also used ad-hoc logging in the external experimental
environment CodeSandbox to observe outputs in real time
without leaving a trace in the main codebase. However, log
management was not always deliberate—V15 forgot to delete
two ad-hoc logs, which were later committed to the codebase.

Finding 4: We observed two main strategies when authoring
the ad-hoc logs: (1) Iterative improving the contents or
the locations of the ad-hoc logs. (2) Placing multiple logs
simultaneously to capture information at once. The varied
timing and diverse strategies for removing ad-hoc logs
suggest that their removal is just as ad-hoc as their creation.

VII. DISCUSSION

Perils and Promises of Learning from Mistakes. As Henry
Lieberman noted in 1997 [58], “debugging is the dirty little
secret of computer science.” This “dirt” has only accumulated



over time, with using debuggers to understand runtime behav-
ior often being regarded as the default solution, leading some
developers to feel ambivalent or even reluctant to admit their
use of “printf debugging” techniques [15]. Such hesitation lim-
its the research community’s insight into debugging behaviors,
like ad-hoc print statement usage, which play a significant role
in shaping final patches or feature development. Our research
uncovers this “dirt,” through mining developers’ mistakes to
offer the community new possibilities to understand ad-hoc
logging practices.

Alaboudi and LaToza’s analysis of live-streaming data
highlighted that software development is an iterative process
involving frequent edit-run cycles [36]. However, these small
cycles are often hidden within local development environ-
ments, limiting the feasibility of large-scale studies. Previous
research has addressed this challenge by either conducting
costly lab studies [22], analyzing live-streaming videos [13],
or requiring developers to install intrusive IDE plugins [15],
[59]. Our method opens new possibilities for scalable insights
into these cycles.

While our collection of ad-hoc logs from revision-control
systems enables large-scale analysis, there are limitations: (1)
the mined data provides only a snapshot of logs unintentionally
committed to version control, making it difficult to observe
iterations in the log-authoring process; (2) although the sur-
rounding source code offers some context, it does not capture
the developers’ rationale for adding, removing, or evaluating
the utility of these logs. To gain deeper insight into the context,
reasoning, creation, and deletion of these logs, we mined and
analyzed the live-streaming data.

Moreover, the distribution of the repository reveals that our
dataset, similar to those in prior research [60], is skewed
toward smaller, personal, and often inactive repositories. We
chose not to explicitly exclude personal projects, as this
distribution presents a double-edged sword for our analysis.
Whereas large, well-maintained open-source projects often en-
force linter checks on pull requests to prevent ad-hoc logs [43],
personal projects—wherein maintainers might carelessly push
ad-hoc logs—allowed us to perform large-scale analysis. Fu-
ture researchers using our dataset or similar methods should
proceed with caution, as data without fine-grained filtering
may not fully generalize to expert developers or contributors
in collaborative open-source projects.

Glimpses into the Labyrinth of Complex Software Execution.
Each logging statement placed by developers offers a glimpse
into the layered labyrinth of execution. Our analysis captured
these fleeting glints to approximate their intentions. Finding
1B reveals that ad-hoc logs were often placed within asyn-
chronous functions, callbacks, and the lifecycle methods of
third-party libraries—a sign of developers reaching to grasp
execution flows beyond their immediate control. Similarly,
Finding 1C shows ad-hoc logs appearing more frequently
in functions with higher cyclomatic complexity, suggesting
the challenges developers face in unraveling these intricate
structures.

While these findings may seem intuitive, the collected glints
shed light on re-examining previous metrics and refining our
understanding of software complexity. There has long been de-
bate over which metrics—Cyclomatic Complexity, Cognitive
Complexity, or even custom models—can best capture the dif-
ficulties perceived by developers [61], [62]. However, as dis-
cussed before, human studies are costly. Future studies could
leverage our empirical dataset to revisit these debates or to
evaluate new complexity metrics. Similarly, computer-science
educators and software maintainers can observe students’ or
developers’ logging behaviors to approximate program com-
plexity, helping them decide when to initiate refactoring or
when to adjust the difficulty level.

A single glance is often insufficient to unravel the maze
of execution traces. As seen in Finding 4, developers placed
logs iteratively, each time drawing closer to understanding the
states and execution flows necessary to complete their tasks.
These findings suggest that initial logs are often suboptimal for
enhancing comprehension. Future research could draw on pro-
duction log studies to identify optimal logging locations [6],
[8] and variables [7], helping developers reach understanding
with fewer steps.

Not only do logging statements need to be placed thought-
fully and contain relevant content; their presentation must also
sharpen each glimpse into the call stacks or data structure.
Finding 2 shows that many ad-hoc logs include labels and
formatting strings, with developers often investing time to
create custom debug functions for added clarity. Finding
3 further reveals that to understand or compare states and
execution flows, developers carefully craft anchor strings and
structure complex objects. Given the rapid pace of program
execution relative to human perception, large volumes of log
outputs often flood the screen quickly. Consequently, develop-
ers must map console outputs back to the source code (spatial
mapping) and, in the context of asynchronous functions or
third-party libraries, use anchors to mark specific execution
timings (temporal mapping). While Log-it has made initial
progress in supporting easier mapping [3], future tools could
further enhance these mappings by incorporating prior works
in visualizations [56] or recommendation systems [32].

Threats to Validity.

Internal Threats to Validity. For the mined ad-hoc logs, a
key internal threat is that some logs classified as ad-hoc
may actually be removed production logs, which could affect
the accuracy of our findings. To address this, we manually
labeled 100 sample commits and found that only a small
portion were not used in an ad-hoc manner. In coding the live-
streaming data, researcher bias is a common concern due to the
subjective nature of qualitative analysis. We mitigated this by
involving a second researcher and holding iterative discussions
to minimize uncertainty and resolve any disagreements.

External Threats to Validity. The findings may not generalize
to other languages, such as Java and Python. However, we
provide scripts to facilitate similar research in different pro-
gramming contexts. The external validity of the live-stream



videos, including representativeness and selection criteria, has
been discussed and addressed in the original research by
Alaboudi and LaToza [13].

VIII. CONCLUSION

We collected and analyzed 548,880 ad-hoc logs that were
accidentally pushed to public version-control systems, along
with qualitative analysis from 15 live streaming videos. Our
analysis reveals a tendency among developers to insert logs
within complex execution flows, such as asynchronous pro-
cesses, callbacks, and library lifecycles, making them harder
to interpret. Additionally, we build upon previous qualitative
insights from prior work [3], offering empirical evidence
that developers often format and label log outputs. We hope
this study stimulates further discussion on the challenges of
understanding dynamic software behaviors.

In future work, we plan to extend our analyses to include
other programming languages and perhaps compare and con-
trast ad-hoc log usage across these to find trends and patterns.
Moreover, development-environment tools may be developed
to assist with some of the common practices, patterns, and
challenges that we observe in our findings here.

IX. ACKNOWLEDGMENT

We extend our gratitude to the anonymous reviewers for
their thorough and insightful feedback. We would also like
to thank Heng Du, Junling Wang, Xiaotian Su, Zeyu Xiong,
Gustavo Umbelino, Behnood Masoudi, Monil Narang for
providing feedback and support. This research is partially
supported by the Dieter Schwarz Stiftung Foundation.

REFERENCES

[1] B. Chen and Z. M. J. Jiang, “A Survey of Software Log
Instrumentation,” ACM Computing Surveys, vol. 54, no. 4, pp. 1-34,
May 2022. [Online]. Available: https://dl.acm.org/doi/10.1145/3448976

[2] L. Layman, M. Diep, M. Nagappan, J. Singer, R. Deline, and G. Venolia,
“Debugging Revisited: Toward Understanding the Debugging Needs
of Contemporary Software Developers,” in 2013 ACM / IEEE
International Symposium on Empirical Software Engineering and
Measurement, Oct. 2013, pp. 383-392, iSSN: 1949-3789. [Online].
Available: https://ieeexplore.ieee.org/abstract/document/6681382

[3] P. Jiang, F. Sun, and H. Xia, “Log-it: Supporting Programming with
Interactive, Contextual, Structured, and Visual Logs,” in Proceedings
of the 2023 CHI Conference on Human Factors in Computing Systems.
Hamburg Germany: ACM, Apr. 2023, pp. 1-16. [Online]. Available:
https://dl.acm.org/doi/10.1145/3544548.3581403

[4] H. Li, W. Shang, B. Adams, M. Sayagh, and A. E. Hassan,
“A Qualitative Study of the Benefits and Costs of Logging From
Developers’ Perspectives,” IEEE Transactions on Software Engineering,
vol. 47, no. 12, pp. 2858-2873, Dec. 2021, conference Name:
IEEE Transactions on Software Engineering. [Online]. Available:
https://ieeexplore.ieee.org/abstract/document/8976297

[5]1 S. Gholamian and P. A. S. Ward, “A Comprehensive Survey of Logging
in Software: From Logging Statements Automation to Log Mining
and Analysis,” Jan. 2022, arXiv:2110.12489 [cs]. [Online]. Available:
http://arxiv.org/abs/2110.12489

[6] Q. Fu, J. Zhu, W. Hu, J.-G. Lou, R. Ding, Q. Lin, D. Zhang,
and T. Xie, “Where do developers log? an empirical study
on logging practices in industry,” in Companion Proceedings
of the 36th International Conference on Software Engineering.
Hyderabad India: ACM, May 2014, pp. 24-33. [Online]. Available:
https://dl.acm.org/doi/10.1145/2591062.2591175

[7]

[8]

[9]

(10]

[11]

(12]

[13]

[14]

[15]

[16]

[17]

(18]

[19]

[20]

[21]

(22]

Z. Liu, X. Xia, D. Lo, Z. Xing, A. E. Hassan, and S. Li,
“Which Variables Should I Log?” IEEE Transactions on Software
Engineering, vol. 47, no. 9, pp. 2012-2031, Sep. 2021, conference
Name: IEEE Transactions on Software Engineering. [Online]. Available:
https://ieeexplore.ieee.org/abstract/document/8840982

Z. Li, T.-H. P. Chen, and W. Shang, “Where shall we log?: studying
and suggesting logging locations in code blocks,” in Proceedings of
the 35th IEEE/ACM International Conference on Automated Software
Engineering. Virtual Event Australia: ACM, Dec. 2020, pp. 361-372.
[Online]. Available: https://dl.acm.org/doi/10.1145/3324884.3416636
Z. Li, A. R. Chen, X. Hu, X. Xia, T.-H. Chen, and W. Shang,
“Are They All Good? Studying Practitioners’ Expectations on
the Readability of Log Messages,” in 2023 38th IEEE/ACM
International Conference on Automated Software Engineering (ASE),
Sep. 2023, pp. 129-140, iSSN: 2643-1572. [Online]. Available:
https://ieeexplore.ieee.org/abstract/document/10298380

J. Zhu, P. He, Q. Fu, H. Zhang, M. R. Lyu, and D. Zhang,
“Learning to Log: Helping Developers Make Informed Logging
Decisions,” in 2015 IEEE/ACM 37th IEEE International Conference
on Software Engineering, vol. 1, May 2015, pp. 415-425, iSSN:
1558-1225. [Online]. Available: https://ieeexplore.ieee.org/document/
7194593/?arnumber=7194593

A. Mastropaolo, L. Pascarella, and G. Bavota, “Using deep
learning to generate complete log statements,” in Proceedings of
the 44th International Conference on Software Engineering, ser.
ICSE ’22. New York, NY, USA: Association for Computing
Machinery, Jul. 2022, pp. 2279-2290. [Online]. Available: https:
//dl.acm.org/doi/10.1145/3510003.3511561

M. Cinque, D. Cotroneo, R. D. Corte, and A. Pecchia, “What
Logs Should You Look at When an Application Fails? Insights
from an Industrial Case Study,” in 2014 44th Annual IEEE/IFIP
International Conference on Dependable Systems and Networks,
Jun. 2014, pp. 690-695, iSSN: 2158-3927. [Online]. Available:
https://ieeexplore.ieee.org/document/6903626/?arnumber=6903626

A. Alaboudi and T. D. LaToza, “An Exploratory Study of Live-Streamed
Programming,” in 2019 IEEE Symposium on Visual Languages and
Human-Centric Computing (VL/HCC), Oct. 2019, pp. 5-13, iSSN: 1943-
6106. [Online]. Available: https://ieeexplore.ieee.org/document/8818832
A. Alaboudi and T. LaToza, “What constitutes debugging? An
exploratory study of debugging episodes,” Empirical Software
Engineering, vol. 28, no. 5, p. 117, Sep. 2023. [Online]. Available:
https://doi.org/10.1007/s10664-023-10352-5

M. Beller, N. Spruit, D. Spinellis, and A. Zaidman, “On the dichotomy
of debugging behavior among programmers,” in Proceedings of
the 40th International Conference on Software Engineering, ser.
ICSE ’18. New York, NY, USA: Association for Computing
Machinery, May 2018, pp. 572-583. [Online]. Available: https:
//dl.acm.org/doi/10.1145/3180155.3180175

B. Siegmund, M. Perscheid, M. Taeumel, and R. Hirschfeld, “Studying
the Advancement in Debugging Practice of Professional Software
Developers,” in 2014 IEEE International Symposium on Software
Reliability Engineering Workshops, Nov. 2014, pp. 269-274. [Online].
Available: https://ieeexplore.ieee.org/document/6983851

“Studying the advancement in debugging practice of professional
software developers | Software Quality Journal.” [Online]. Available:
https://link.springer.com/article/10.1007/s11219-015-9294-2

F. Wen, C. Nagy, M. Lanza, and G. Bavota, “An Empirical Study of
Quick Remedy Commits,” in Proceedings of the 28th International
Conference on Program Comprehension, ser. ICPC *20. New York,
NY, USA: Association for Computing Machinery, Sep. 2020, pp. 60-71.
[Online]. Available: https://dl.acm.org/doi/10.1145/3387904.3389266
M. Meli, M. R. McNiece, and B. Reaves, “How Bad Can It Git? Charac-
terizing Secret Leakage in Public GitHub Repositories,” in Proceedings
2019 Network and Distributed System Security Symposium. San Diego,
CA: Internet Society, 2019.

“Github archive,” accessed: 2024-11-09. [Online]. Available: https:
/Iwww.gharchive.org/

“Google bigquery with github archive,” accessed: 2024-
11-09. [Online].  Available: https://cloud.google.com/blog/topics/
public-datasets/github-on-bigquery-analyze-all-the-open-source-code
D. J. Gilmore, “Models of debugging,” Acta Psychologica, vol. 78,
no. 1, pp. 151-172, Dec. 1991. [Online]. Available: https://www.
sciencedirect.com/science/article/pii/0001691891900090


https://dl.acm.org/doi/10.1145/3448976
https://ieeexplore.ieee.org/abstract/document/6681382
https://dl.acm.org/doi/10.1145/3544548.3581403
https://ieeexplore.ieee.org/abstract/document/8976297
http://arxiv.org/abs/2110.12489
https://dl.acm.org/doi/10.1145/2591062.2591175
https://ieeexplore.ieee.org/abstract/document/8840982
https://dl.acm.org/doi/10.1145/3324884.3416636
https://ieeexplore.ieee.org/abstract/document/10298380
https://ieeexplore.ieee.org/document/7194593/?arnumber=7194593
https://ieeexplore.ieee.org/document/7194593/?arnumber=7194593
https://dl.acm.org/doi/10.1145/3510003.3511561
https://dl.acm.org/doi/10.1145/3510003.3511561
https://ieeexplore.ieee.org/document/6903626/?arnumber=6903626
https://ieeexplore.ieee.org/document/8818832
https://doi.org/10.1007/s10664-023-10352-5
https://dl.acm.org/doi/10.1145/3180155.3180175
https://dl.acm.org/doi/10.1145/3180155.3180175
https://ieeexplore.ieee.org/document/6983851
https://link.springer.com/article/10.1007/s11219-015-9294-2
https://dl.acm.org/doi/10.1145/3387904.3389266
https://www.gharchive.org/
https://www.gharchive.org/
https://cloud.google.com/blog/topics/public-datasets/github-on-bigquery-analyze-all-the-open-source-code
https://cloud.google.com/blog/topics/public-datasets/github-on-bigquery-analyze-all-the-open-source-code
https://www.sciencedirect.com/science/article/pii/000169189190009O
https://www.sciencedirect.com/science/article/pii/000169189190009O

(23]

[24]

[25]

[26]

[27]

(28]
[29]

(30]

[31]

[32]

[33]

[34]

[35]

[36]

[37]

[38]

A.J. Ko, B. A. Myers, M. J. Coblenz, and H. H. Aung, “An Exploratory
Study of How Developers Seek, Relate, and Collect Relevant
Information during Software Maintenance Tasks,” IEEE Transactions
on Software Engineering, vol. 32, no. 12, pp. 971-987, Dec.
2006, conference Name: IEEE Transactions on Software Engineering.
[Online]. Available: https://ieeexplore.ieee.org/document/4016573

X. Xia, L. Bao, D. Lo, Z. Xing, A. E. Hassan, and S. Li,
“Measuring Program Comprehension: A Large-Scale Field Study
with Professionals,” IEEE Transactions on Software Engineering,
vol. 44, no. 10, pp. 951-976, Oct. 2018, conference Name:
IEEE Transactions on Software Engineering. [Online]. Available:
https://ieeexplore.ieee.org/document/7997917

Y. Feng, K. Dreef, J. A. Jones, and A. van Deursen, “Hierarchical
abstraction of execution traces for program comprehension,” in
Proceedings of the 26th Conference on Program Comprehension,
ser. ICPC ’18. New York, NY, USA: Association for Computing
Machinery, May 2018, pp. 86-96. [Online]. Available: https://dl.acm.
org/doi/10.1145/3196321.3196343

B. Cornelissen, A. Zaidman, A. van Deursen, L. Moonen, and
R. Koschke, “A Systematic Survey of Program Comprehension through
Dynamic Analysis,” IEEE Transactions on Software Engineering,
vol. 35, no. 5, pp. 684-702, Sep. 2009, conference Name:
IEEE Transactions on Software Engineering. [Online]. Available:
https://ieeexplore.ieee.org/document/4815280

T. Roehm, R. Tiarks, R. Koschke, and W. Maalej, “How do professional
developers comprehend software?” in 2012 34th International
Conference on Software Engineering (ICSE), Jun. 2012, pp. 255-
265, iSSN: 1558-1225. [Online]. Available: https://ieeexplore.ieee.org/
abstract/document/6227188?casa_token=1QqOn6BI2awAAAAA:

B. W. Kernighan, UNIX For Beginners — Second Edition, 1978.

T. Linus, “a/lt-debugger.” [Online]. Available: https://lwn.net/2000/
0914/a/lt-debugger.php3

N. Yang, P. Cuijpers, R. Schiffelers, J. Lukkien, and A. Serebrenik, “An
Interview Study of how Developers use Execution Logs in Embedded
Software Engineering,” in 202/ I[EEE/ACM 43rd International
Conference on Software Engineering: Software Engineering in
Practice (ICSE-SEIP), May 2021, pp. 61-70. [Online]. Available:
https://ieeexplore.ieee.org/abstract/document/9402136

H. Li, W. Shang, and A. E. Hassan, “Which log level should
developers choose for a new logging statement?” Empirical Software
Engineering, vol. 22, no. 4, pp. 1684-1716, Aug. 2017. [Online].
Available: https://doi.org/10.1007/s10664-016-9456-2

Z. Li, “Towards providing automated supports to developers on
writing logging statements,” in Proceedings of the ACM/IEEE
42nd International Conference on Software Engineering: Companion
Proceedings, ser. ICSE ’20. New York, NY, USA: Association for
Computing Machinery, Oct. 2020, pp. 198-201. [Online]. Available:
https://dl.acm.org/doi/10.1145/3377812.3381385

A. J. Ko, T. D. LaToza, and M. M. Burnett, “A practical
guide to controlled experiments of software engineering tools with
human participants,” Empirical Software Engineering, vol. 20, no. 1,
pp. 110-141, Feb. 2015. [Online]. Available: https://doi.org/10.1007/
$10664-013-9279-3

A. Alaboudi and T. D. LaToza, “An Exploratory Study of Debugging
Episodes,” May 2021, arXiv:2105.02162 [cs]. [Online]. Available:
http://arxiv.org/abs/2105.02162

W. Maalej, R. Tiarks, T. Roehm, and R. Koschke, “On the
Comprehension of Program Comprehension,” ACM Trans. Softw. Eng.
Methodol., vol. 23, no. 4, pp. 31:1-31:37, Sep. 2014. [Online].
Available: https://dl.acm.org/doi/10.1145/2622669

A. Alaboudi and T. D. LaToza, “Edit - Run Behavior in Programming
and Debugging”” IEEE Computer Society, Oct. 2021, pp. 1-10.
[Online]. Available: https://www.computer.org/csdl/proceedings-article/
vl-hee/2021/09576170/1y63pYboUgg

M. Beller, G. Gousios, and A. Zaidman, “How (Much) Do Developers
Test?” in 2015 IEEE/ACM 37th IEEE International Conference on
Software Engineering, vol. 2, May 2015, pp. 559-562, iSSN: 1558-1225.
J. Lung, J. Aranda, S. M. Easterbrook, and G. V. Wilson, “On
the difficulty of replicating human subjects studies in software
engineering,” in Proceedings of the 13th international conference on
Software engineering - ICSE ’08. Leipzig, Germany: ACM Press,
2008, p. 191. [Online]. Available: http://portal.acm.org/citation.cfm?
doid=1368088.1368115

(39]

[40]

[41]

[42]
[43]

[44]

[45]

[46]

[47]

(48]

[49]

[50]

[51]

[52]

[53]

[54]

[55]

[56]

(571

A. J. Ko and B. A. Myers, “Designing the whyline: a debugging
interface for asking questions about program behavior,” in Proceedings
of the SIGCHI Conference on Human Factors in Computing
Systems, ser. CHI ’04. New York, NY, USA: Association for
Computing Machinery, Apr. 2004, pp. 151-158. [Online]. Available:
https://dl.acm.org/doi/10.1145/985692.985712

D. Beyer, L. Grunske, M. Kettl, M. Lingsch-Rosenfeld, and
M. Raselimo, “P3: A Dataset of Partial Program Fixes,” in Proceedings
of the 21st International Conference on Mining Software Repositories.
Lisbon Portugal: ACM, Apr. 2024, pp. 123-127. [Online]. Available:
https://dl.acm.org/doi/10.1145/3643991.3644889

V. S. Sinha, D. Saha, P. Dhoolia, R. Padhye, and S. Mani, “Detecting
and Mitigating Secret-Key Leaks in Source Code Repositories,”
in 2015 IEEE/ACM 12th Working Conference on Mining Software
Repositories, May 2015, pp. 396400, iSSN: 2160-1860. [Online].
Available: https://ieeexplore.ieee.org/abstract/document/7180102
“airbnb/javascript,” Feb. 2025, original-date: 2012-11-01T23:13:50Z.
[Online]. Available: https://github.com/airbnb/javascript

“Eslint for console.log,” accessed: 2024-11-09. [Online]. Available:
https://eslint.org/docs/latest/rules/no-console

Y. M. Yi-Hung Chou, “Replication data
crawling and analysis script).” [Online].
/figshare.com/s/6faddb2137f73d2c1945

E. Kokinda and P. Rodeghero, “Streaming software development:
Accountability, community, and learning,” Journal of Systems and
Software, vol. 199, p. 111630, May 2023. [Online]. Available:
https://www.sciencedirect.com/science/article/pii/S0164121223000250
K. Mahtani, E. A. Spencer, J. Brassey, and C. Heneghan, “Catalogue of
bias: observer bias,” BMJ Evidence-Based Medicine, vol. 23, no. 1, pp.
23-24, Feb. 2018, publisher: Royal Society of Medicine Section: EBM
Learning. [Online]. Available: https://ebm.bmj.com/content/23/1/23
“observe-dev.online,” accessed: 2024-11-09. [Online]. Available: https:
/lobserve-dev.online

Y. M. Yi-Hung Chou, “Qualitative analysis.” [Online]. Available:
https://figshare.com/s/1085cad90dddc08547dd

“Google chrome minimized file detection al-
gorithm,” accessed: 2024-11-09. [Online]. Avail-
able: https://github.com/ChromeDevTools/devtools-frontend/blob/main/
front_end/models/text_utils/TextUtils.ts#1.336

C. Ebert, J. Cain, G. Antoniol, S. Counsell, and P. Laplante,
“Cyclomatic Complexity,” IEEE Software, vol. 33, no. 6, pp. 27-29,
Nov. 2016, conference Name: IEEE Software. [Online]. Available:
https://ieeexplore.ieee.org/abstract/document/7725232
“cyclomatic-complexity npm,” accessed: 2024-11-09. [Online].
Available: https://www.npmjs.com/package/cyclomatic-complexity

Y. M. Yi-Hung Chou, “Qualitative analysis for 100 sample commits.”
[Online]. Available: https://figshare.com/s/3fc473024bed220aba75

V. Braun and V. Clarke, “Thematic analysis,” in APA handbook of
research methods in psychology, Vol 2: Research designs: Quantitative,
qualitative, neuropsychological, and biological, ser. APA handbooks
in psychology®. Washington, DC, US: American Psychological
Association, 2012, pp. 57-71.

D. Yuan, S. Park, and Y. Zhou, “Characterizing logging practices
in open-source software,” in 2012 34th International Conference on
Software Engineering (ICSE), Jun. 2012, pp. 102-112, iSSN: 1558-
1225. [Online]. Available: https://ieeexplore.ieee.org/abstract/document/
6227202

S. Alimadadi, A. Mesbah, and K. Pattabiraman, “Understanding
asynchronous interactions in full-stack JavaScript,” in Proceedings
of the 38th International Conference on Software Engineering, ser.
ICSE ’16. New York, NY, USA: Association for Computing
Machinery, May 2016, pp. 1169-1180. [Online]. Available: https:
//doi.org/10.1145/2884781.2884864

A. Turcotte, M. D. Shah, M. W. Aldrich, and F. Tip, “DrAsync:
identifying and visualizing anti-patterns in asynchronous JavaScript,”
in Proceedings of the 44th International Conference on Software
Engineering, ser. ICSE '22. New York, NY, USA: Association for
Computing Machinery, Jul. 2022, pp. 774-785. [Online]. Available:
https://dl.acm.org/doi/10.1145/3510003.3510097

A. Lex, N. Gehlenborg, H. Strobelt, R. Vuillemot, and H. Pfister,
“UpSet: Visualization of Intersecting Sets,” IEEE Transactions
on Visualization and Computer Graphics, vol. 20, no. 12, pp.
1983-1992, Dec. 2014, conference Name: IEEE Transactions on

(logs, commits,
Available:  https:


https://ieeexplore.ieee.org/document/4016573
https://ieeexplore.ieee.org/document/7997917
https://dl.acm.org/doi/10.1145/3196321.3196343
https://dl.acm.org/doi/10.1145/3196321.3196343
https://ieeexplore.ieee.org/document/4815280
https://ieeexplore.ieee.org/abstract/document/6227188?casa_token=1QqOn6BI2awAAAAA:
https://ieeexplore.ieee.org/abstract/document/6227188?casa_token=1QqOn6BI2awAAAAA:
https://lwn.net/2000/0914/a/lt-debugger.php3
https://lwn.net/2000/0914/a/lt-debugger.php3
https://ieeexplore.ieee.org/abstract/document/9402136
https://doi.org/10.1007/s10664-016-9456-2
https://dl.acm.org/doi/10.1145/3377812.3381385
https://doi.org/10.1007/s10664-013-9279-3
https://doi.org/10.1007/s10664-013-9279-3
http://arxiv.org/abs/2105.02162
https://dl.acm.org/doi/10.1145/2622669
https://www.computer.org/csdl/proceedings-article/vl-hcc/2021/09576170/1y63pYboUgg
https://www.computer.org/csdl/proceedings-article/vl-hcc/2021/09576170/1y63pYboUgg
http://portal.acm.org/citation.cfm?doid=1368088.1368115
http://portal.acm.org/citation.cfm?doid=1368088.1368115
https://dl.acm.org/doi/10.1145/985692.985712
https://dl.acm.org/doi/10.1145/3643991.3644889
https://ieeexplore.ieee.org/abstract/document/7180102
https://github.com/airbnb/javascript
https://eslint.org/docs/latest/rules/no-console
https://figshare.com/s/6faddb2137f73d2c1945
https://figshare.com/s/6faddb2137f73d2c1945
https://www.sciencedirect.com/science/article/pii/S0164121223000250
https://ebm.bmj.com/content/23/1/23
https://observe-dev.online
https://observe-dev.online
https://figshare.com/s/1085cad90dddc08547dd
https://github.com/ChromeDevTools/devtools-frontend/blob/main/front_end/models/text_utils/TextUtils.ts#L336
https://github.com/ChromeDevTools/devtools-frontend/blob/main/front_end/models/text_utils/TextUtils.ts#L336
https://ieeexplore.ieee.org/abstract/document/7725232
https://www.npmjs.com/package/cyclomatic-complexity
https://figshare.com/s/3fc473024bed220aba75
https://ieeexplore.ieee.org/abstract/document/6227202
https://ieeexplore.ieee.org/abstract/document/6227202
https://doi.org/10.1145/2884781.2884864
https://doi.org/10.1145/2884781.2884864
https://dl.acm.org/doi/10.1145/3510003.3510097

[58]

[59]

[60]

[61]

[62]

Visualization and Computer Graphics. [Online]. Available: https:
/lieeexplore.ieee.org/document/6876017

H. Lieberman, “The debugging scandal and what to do about
it” vol. 40, pp. 26-30, 1997. [Online]. Available: https:
//go.gale.com/ps/i.do?id=GALE%7CA19416949&sid=googleScholar&
v=2.1&it=r&linkaccess=abs&issn=00010782&p=AONE&sw=w&
userGroupName=anon%7E79950b43 &aty=open-web-entry

M. Aniche, C. Treude, and A. Zaidman, “How Developers Engineer
Test Cases: An Observational Study,” IEEE Transactions on Software
Engineering, vol. 48, no. 12, pp. 4925-4946, Dec. 2022, conference
Name: IEEE Transactions on Software Engineering.

E. Kalliamvakou, G. Gousios, K. Blincoe, L. Singer, D. M. German,
and D. Damian, “The promises and perils of mining GitHub,” in
Proceedings of the 11th Working Conference on Mining Software
Repositories, ser. MSR 2014. New York, NY, USA: Association for
Computing Machinery, May 2014, pp. 92-101. [Online]. Available:
https://dl.acm.org/doi/10.1145/2597073.2597074

M. Shepperd, “A critique of cyclomatic complexity as a software metric,”
Software Engineering Journal, vol. 3, no. 2, pp. 30-36, 1988.

S. Scalabrino, G. Bavota, C. Vendome, M. Linares-Vasquez,
D. Poshyvanyk, and R. Oliveto, “Automatically assessing
code understandability: How far are we?” in 2017 32nd
IEEE/ACM  International  Conference on Automated Software
Engineering (ASE), Oct. 2017, pp. 417-427. [Online]. Available:
https://ieeexplore.ieee.org/document/8115654/?arnumber=8115654


https://ieeexplore.ieee.org/document/6876017
https://ieeexplore.ieee.org/document/6876017
https://go.gale.com/ps/i.do?id=GALE%7CA19416949&sid=googleScholar&v=2.1&it=r&linkaccess=abs&issn=00010782&p=AONE&sw=w&userGroupName=anon%7E79950b43&aty=open-web-entry
https://go.gale.com/ps/i.do?id=GALE%7CA19416949&sid=googleScholar&v=2.1&it=r&linkaccess=abs&issn=00010782&p=AONE&sw=w&userGroupName=anon%7E79950b43&aty=open-web-entry
https://go.gale.com/ps/i.do?id=GALE%7CA19416949&sid=googleScholar&v=2.1&it=r&linkaccess=abs&issn=00010782&p=AONE&sw=w&userGroupName=anon%7E79950b43&aty=open-web-entry
https://go.gale.com/ps/i.do?id=GALE%7CA19416949&sid=googleScholar&v=2.1&it=r&linkaccess=abs&issn=00010782&p=AONE&sw=w&userGroupName=anon%7E79950b43&aty=open-web-entry
https://dl.acm.org/doi/10.1145/2597073.2597074
https://ieeexplore.ieee.org/document/8115654/?arnumber=8115654

	Introduction
	Background
	Research Questions 
	Dataset Curation
	Data Analysis 
	Analyzing Ad-hoc Logs through Mistakes
	Qualitative Analysis of Live Streaming Data

	Results 
	RQ1: Where do developers put these logs in their code?
	RQ2 What do developers put in the log statement?
	RQ3: Why do developers use ad-hoc logs?
	RQ4: How do developers manipulate (insert, revise, and remove) ad-hoc logs to achieve their goal?

	Discussion 
	Conclusion 
	Acknowledgment
	References

