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The rapid advancement of diffusion models and personalization techniques has made it possible to recreate individual portraits from
just a few publicly available images. While such capabilities empower various creative applications, they also introduce serious privacy
concerns, as adversaries can exploit them to generate highly realistic impersonations. To counter these threats, anti-personalization
methods have been proposed, which add adversarial perturbations to published images to disrupt the training of personalization
models. However, existing approaches largely overlook the intrinsic multi-image nature of personalization and instead adopt a naive
strategy of applying perturbations independently, as commonly done in single-image settings. This neglects the opportunity to leverage
inter-image relationships for stronger privacy protection. Therefore, we advocate for a group-level perspective on privacy protection
against personalization. Specifically, we introduce Cross-image Anti-Personalization (CAP), a novel framework that enhances resistance
to personalization by enforcing style consistency across perturbed images. Furthermore, we develop a dynamic ratio adjustment
strategy that adaptively balances the impact of the consistency loss throughout the attack iterations. Extensive experiments on the

classical CelebHQ and VGGFace2 benchmarks show that CAP substantially improves existing methods.
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1 Introduction

With the rapid advancement and widespread adoption of Diffusion Models (DMs) [8], personalization techniques—also
known as customization—such as DreamBooth [16] and Textual Inversion [4] have enabled users to fine-tune generative
models using only a handful of example images. These methods make it possible to faithfully replicate specific objects,
artistic styles, and even individual portraits. While personalization has demonstrated remarkable potential in areas

such as artistic creation, virtual character design, and digital content generation [23, 26, 27], it also introduces serious
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Fig. 1. Comparison between Anti-DreamBooth before and after adding our CAP method. Our method further boosts its ability to
de-identity. The core idea is to encourage the cross-image consistency when generating protected images.

concerns related to privacy and intellectual property protection. In particular, adversaries can misuse these techniques
to reconstruct the likeness of a real individual with high fidelity, facilitating malicious activities such as misinformation
campaigns, identity theft, and synthetic content forgery. Such misuse poses substantial threats to personal privacy and
societal trust in digital media.

To safeguard personal privacy from potential misuse by malicious actors, a widely adopted strategy is to inject
adversarial noise into target images to be protected images, thereby misleading personalization models into learning
incorrect identity representations. Note that in this paper, protected images and perturbed images refer to the same
set of adversarially modified images. Representative methods in this direction include Anti-DreamBooth [22] and
SimAC [24]. Anti-DreamBooth defends against unauthorized personalization by maximizing the reconstruction loss
of a surrogate model to hinder identity learning. SimAC extends this approach with diffusion-specific enhancements,
accounting for perceptual variations across denoising steps and the statistics of intermediate features, leading to better
privacy protection.

A common limitation of existing privacy protection methods lies in their image-wise design paradigm: they apply
adversarial perturbations to each image independently, without considering inter-image relationships. While
effective in single-image tasks, this approach fails to reflect the intrinsic nature of personalization, which is trained
over a set of images to form a unified identity representation. We argue that defending against such threats requires a
group-level perspective. By explicitly modeling relationship across perturbed images, it becomes possible to disrupt the
personalization more effectively, thereby strengthening privacy protection.

Building on this group-level perspective, we propose a novel method called Cross-image Anti-Personalization,
termed CAP. Unlike existing approaches such as Anti-DreamBooth and SimAC that primarily rely on reconstruction
loss, CAP introduces an additional consistency loss that promotes style uniformity across perturbed images by aligning
their Gram matrices. To effectively balance the contributions of reconstruction and consistency losses, we further
propose a dynamic ratio adjustment strategy that adaptively balances the impact of the consistency loss throughout the
attack iterations. Extensive experiments on the Celeb-HQ [9] and VGGFace2 [1] datasets validate the effectiveness of
CAP in preserving privacy against personalization.

To sum up, our work has the following contributions:
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o To the best of our knowledge, this is the first work to reframe anti-personalization as a cross-image privacy

protection task by explicitly modeling inter-image consistency.

e We propose the CAP method, which incorporates a style-based consistency loss to encourage perturbed images
to share similar style representations, along with a dynamic ratio adjustment strategy that adaptively balances
its contribution during optimization. This method can be directly integrated into existing anti-personalization

approaches to enhance their privacy protection performance.

e Extensive experiments on two standard benchmark datasets validate the effectiveness of the proposed CAP

method.

2 Related Work
2.1 Text-to-lmage Generation Models

With the emergence of large-scale datasets such as LAION-5B [17], text-to-image (T2I) generative models have witnessed
rapid advancements, unlocking new possibilities across a wide range of visual applications and drawing significant
public attention.

Among various text-to-image frameworks, Variational Autoencoders (VAEs) [10] often suffer from low sample
quality, while Generative Adversarial Networks (GANs) [6] produce sharper images but are prone to training instability.
In contrast, Diffusion Models (DMs) [8] leverage a gradual denoising process by iteratively adding and removing noise,
achieving notable improvements in image fidelity and training stability. Despite their strengths, diffusion-based T2I
models are computationally intensive and heavily reliant on large-scale training data [17]. To address this, Stable
Diffusion (SD) [20] was introduced, based on Latent Diffusion Models (LDMs) [15], which shift the generative process

to a compressed latent space—greatly reducing resource requirements while enabling high-resolution image synthesis.

2.2 Personalization

Personalization [4, 11, 16] in text-to-image generation aims to adapt pre-trained models to capture user-specific concepts.
This is typically achieved by fine-tuning a diffusion model with a small set of subject images (usually 3-5) and associating
them with a unique identifier token (e.g., “a sks person”), enabling the model to synthesize the subject in diverse, unseen
contexts while preserving its core visual characteristics.

DreamBooth [16] and Textual Inversion [4] are two representative approaches. DreamBooth fine-tunes the entire
model using a few subject images and an identifier token, allowing for high-fidelity generation in novel scenes, but at
the cost of increased computational overhead and potential degradation of the model’s general knowledge. In contrast,
Textual Inversion preserves the model weights and instead learns a new word embedding to represent the subject. While
more efficient, it struggles with expressiveness, particularly for complex visual concepts. Building on these methods,
subsequent work such as Custom-Diffusion [11] explores hybrid and more efficient personalization strategies.

Despite their impressive capabilities, these personalization techniques raise serious privacy concerns. Because they
can extract and reproduce identifiable features—such as a person’s face—from only a few input images, they enable
unauthorized identity cloning. In scenarios where personal photos are scraped or leaked, such methods can be exploited

to generate realistic, unauthorized images of individuals, posing significant threats to privacy and consent.
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2.3 Privacy Protection against Personalization

As Al models continue to advance, concerns over their potential misuse, such as identity theft, impersonation, and
unauthorized fine-tuning, have grown significantly [13, 22, 28]. In response, recent research has shifted from passive
defenses to proactive strategies that aim to prevent such exploitation at the data level.

In particular, the rise of diffusion-based personalization methods [4, 11, 16] has sparked growing interest in privacy
protection techniques tailored to these models. To mitigate risks such as identity leakage, unauthorized mimicry, and
malicious fine-tuning, researchers have proposed several privacy-preserving perturbation methods [12, 22, 24] that
subtly modify user-provided images. These perturbations reduce the effectiveness of downstream personalization,
offering a robust form of privacy protection.

For example, Anti-DreamBooth [22] introduces the first data-side defense against personalization by generating
adversarial perturbations that distort the identity concept learned during fine-tuning, resulting in failed or incoherent
generations. Building on this, SimAC [24] enhances protection by adaptively injecting perturbations at the most
vulnerable timesteps of the diffusion process. It also incorporates a feature interference loss to further disrupt identity
learning, achieving stronger protection with minimal visual distortion. SimAC is the state-of-the-art privacy protection
method against personalization.

Although existing methods offer promising protection, they treat each image independently, ignoring that personal-
ization is a multi-image task. This neglect of inter-image relationships limits their ability to disrupt the model’s learning

of shared identity or style representations.

2.4 Style Transfer

Style transfer aims to generate an image that preserves the content of one image while adopting the visual style
of another. A seminal work by Gatys et al. [5] formulates this task as an optimization problem over a pre-trained
convolutional neural network (CNN). In their approach, content is captured using feature activations from deeper layers
of the CNN, while style is represented via the Gram matrices of feature maps from multiple layers. By simultaneously
minimizing the difference between the target image’s content features and those of the source content image, and
aligning its style features with those of the reference style image, the method produces a visually coherent and stylized

result.

3  Preliminary

Diffusion models are a type of generative models [8] that decompose the data generation process into two comple-
mentary stages: a forward process and a reverse (backward) process. In the forward process, noise is gradually added to
the input image, transforming the original data distribution into a standard Gaussian noise. Conversely, the reverse
process is trained to recover the original data from pure noise by learning to invert this corruption process.

Given an input image xo, the forward process perturbs the data using a predefined noise schedule { : ¢ €
(0, 1)}th1, which controls the magnitude of noise added over T steps. This results in a sequence of noisy latent variables
{xl,xz, .. .,xT}. At each timestep ¢, the noisy sample xtis generated as:

xl =Vatxg+V1i-ale, (1)
where af =1 - ﬁt, at = Hizl o, and € ~ N(0,1) represents standard Gaussian noise.
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The reverse process aims to denoise x**1 to obtain a less noisy x* by estimating the noise component € using a neural

network ey (x**1,t). The model is trained to minimize the £ distance between the true noise and the predicted noise:

1 (|2
Luncondition (€6 X0) = Exo,t,e~N(O,1) He —ep(x - t)“z > (2

where t is uniformly sampled from {1,...,T}.

Conditional Diffusion Models. In contrast to unconditional diffusion models, conditional (prompt-based) diffusion
models guide the generation process using an additional condition or prompt c. This enables the model to produce
photorealistic outputs that are semantically aligned with the given text prompt or concept. The training objective is
then extended as:

Leond(€0.%0.¢) = By eonvo) [le — eo ™ .05 ©)
Note that in this paper, the condition prompt is the concept S.

Adpversarial attacks. Since anti-personalization methods use adversarial perturbations on published images to resist
personalization, we first briefly review adversarial attacks. These attacks aim to add subtle noise that misleads models,
typically studied in classification settings. Given a model f and an input image x, an adversarial example x” is generated
such that it remains visually indistinguishable from x, yet induces a misclassification, i.e., ytrye # f(x”). To ensure the
perturbation is imperceptible, it is typically constrained within an 5-ball under an £, norm, i.e., [|x" — x|, < 5. The

optimal perturbation is obtained by maximizing the classification loss under the true label:
Sady = arg max L(f(x +8), Ytrue)s 4)
151lp<n

Projected Gradient Descent (PGD) [14] is one of the most widely used methods to generate such adversarial examples.

It adopts an iterative optimization process with K iterations, where the adversarial example x’ is updated as follows:

xg = %%, = My ) (xl’<—1 +a-sgn (Vxﬁ(f(x,’c_l), ytme))) (5)

Here, Il ; (z) denotes the projection operator that ensures the perturbed image z stays within the 7-ball centered at

the original image x. The final adversarial example x}, is obtained after a fixed number (K) of iterations.

4 Methodology
4.1 Problem Formulation

Personalization, as a powerful tool for generating photo-realistic outputs of a target instance, can be a double-edged
sword. When misused, it may produce harmful images targeting specific individuals. To mitigate this risk, existing
privacy protection methods introduce adversarial perturbations to each user’s image. These perturbations are designed
to disrupt the concept learned by personalized models, resulting in generated images that contain noticeable artifacts.
We formally define the problem below.

Given a set of facial images X = {xi}fi , corresponding to a target individual and a text-to-image (T2I) model €g, a
personalization method (-, -) can learn an identity-specific concept S, = P (€p, X), where S, is typically represented
as a token. The learned concept can be used to generate images resembling the target individual via €9(S,). The privacy
protection task seeks to degrade the quality of the learned concept by modifying the input image set X.

Specifically, for each each image x; € X, an adversarial perturbation §; is added on it to obtain a perturbed image
x] = xj + ;, forming the protected dataset X" = {x] }f\i 1+ Only the perturbed images are made publicly available,
ie., X’ is released while the original X remains private. An adversary can collect X” and attempt to learn a identity
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Fig. 2. Motivation. The first row presents the original input images. The second and third rows display perturbed images with
consistent and inconsistent disruption marks, respectively. The fourth and fifth rows show images modified to share the same style or
different styles. The first four columns are input images used for personalization, and the last four are samples generated using the
learned identity concept.

concept S” = P (e, X”), where P is the personalization method. The goal of adversarial protection is to optimize the

N
i=1

identity in X. Formally, this can be expressed as:

perturbation set A = {§;}:%, such that the images generated from S’ contain noticeable artifacts and deviate from the

A* = argmAinﬂ(eg(S'),X) (6)
N
st. 8 =arg ngnz Lo (e, xi +6i,S), (7)
i=1
and ||6illp <n, Vie{1,2,...,N}. (8)

Here, A(-, -) denotes an evaluation function that assesses (1) the quality of images €4(S”) and (2) the identity consistency
between the generated images and the reference images X. Lower A(+, -) means worse quality of concept S”. Lp (-, -, -)
is the loss function used in personalization to learn the concept from the input images. n denotes the strength of the

adversarial perturbation.

4.2 Motivation

Existing privacy protection methods (e.g., Anti-DreamBooth [22], SimAC [24]) realize the privacy protection by
maximizing the reconstruction error (i.e., L.onq (Eq. (3))) of clean images with concept S as input prompt. Specifically,
Manuscript submitted to ACM
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the reconstruction loss is:

N
Lre =) Leonal€p. %1, S”), ©)
i=1
N
st. S*=arg min D Lp(egxi+5,3), (10)
i=1
and ||6illp <1, Vie{1,2,...,N}, (11)

Despite their demonstrated effectiveness, these protection methods share the same limitation.

Limitation of existing method. Anti-personalization aims to prevent text-to-image models from learning the identity
of a specific individual by introducing adversarial perturbations to a set of their images. Unlike traditional adversarial
attacks in single-image tasks such as classification, which require only a single perturbed sample, anti-personalization
involves generating multiple perturbed images of the same subject. This fundamental distinction underscores the
importance of modeling the relationships among these samples to ensure effective identity obfuscation.

However, existing privacy protection methods often overlook this aspect by optimizing each adversarial perturbation

independently, without explicitly enforcing consistency across the perturbed images. This is problematic because
personalization methods are inherently designed to extract shared semantic features across multiple images to construct
a coherent identity representation, rather than learning the concept from a single image alone.
High-level idea. Therefore, we argue that a more effective anti-personalization strategy should move beyond isolated
perturbations and instead incorporate inter-sample relationships into the optimization process. By disrupting the
consistency that personalization methods rely on, this approach can provide stronger privacy protection against
personalization.

To support this intuition, we conduct a preliminary experiment using DreamBooth. As shown in Figure 2, the first
row presents the original input images. The second and third rows display perturbed images with consistent and
inconsistent disruption marks, respectively. The fourth and fifth rows show images modified to share the same style
or different styles. The first four columns are input images used for personalization, and the last four are samples
generated using the learned identity concept.

In the second row, where all input images share the same disruption mark, this pattern is consistently reflected in the
generated results. In contrast, when each image contains a different disruption mark, as shown in the third row, none
of the patterns appear in the outputs. A similar effect is observed in the fourth and fifth rows. When the input images
share the same style, it is preserved in the generated results. When the styles differ, no consistent style is learned. These
results suggest that personalization models tend to encode cross-image consistency, whether adversarial or stylistic,
into the learned identity representation.

Overall, these findings highlight the importance of cross-image consistency modeling. Introducing diversity across
perturbed samples, or explicitly controlling their consistency, can enhance the effectiveness of anti-personalization by
disrupting the coherent patterns that personalization models seek to exploit.

Inspired by the observation that personalization models are inherently designed to extract commonalities across
multiple input images, we propose that if the input set contains both shared semantic content A (e.g., a person’s
identity) and an additional consistent signal B (e.g., a noise pattern), the model is likely to encode both into the learned

concept, resulting in S* ~ A + B. Since the model lacks the ability to differentiate between genuine identity features
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Algorithm 1: Algorithm

Input: published clean images X, attack iteration steps K, start step of adding consistency loss k, step length a,
search ratio range [0, R], denoising model €g and condition prompt S.
Output: protected images X 'K,
1 X X;
2 fork=1t0K do

3 Lﬁe — Zﬁ] Lcond(eesx;k:S)Z
4 | ifk <kthen
5 ‘ XKk X'k gy, sign(V.Efe);
6 else
2
4 ‘Lfonsistency - % Zf\il ”Gl(x;k) - G_l“z;
8 A« 0;
9 Linax < 0;
10 forr =0toR do
1 'Lk’r - 'Ll’fe trE ‘Elcconsistency;
12 XET e X'kt - sign(V.LET);
13 Llrft’zr — 25\21 Lcond(ee’x;k’r:s)Z
1 if £57 > Lax then
15 Linax — -Efér§
16 Aer;
17 Lk - ‘EIVCE +Ax ‘[:]cconsistency;
18 X'k X'k 4o sign(VLF);

,
19 return X'K;

and consistent noise, it treats both as integral parts of the identity. As a result, images generated from this concept tend

to consistently exhibit the noise signal as a noticeable artifact.

4.3 Method Overview

To construct a privacy protection method against personalization while considering the inter-sample relationships
between perturbed images, we propose the method with a specifically designed loss.

Relationship design. To model the relationship among the perturbed input images, we leverage the Gram matrix [19],
a widely used representation for capturing image style and texture. Given a set of perturbed images X’, we extract
their deep feature representations using a pre-trained convolutional neural network (e.g., VGG-19 [18]) at a certain
layer I, denoted as f° ! (xlf ) € REXHW \where C is the number of channels, and H, W are the height and width of the

images. The Gram matrix for each image at layer [ is:
Gl = 1) ()T (12)

This matrix captures the pairwise correlations between feature channels and reflects the image’s style information.
To measure the similarity between two perturbed images x; and x;., we compute the difference between their Gram

matrices:

Sim, = HGl(x;) -Gl z (13)
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A smaller Simg . indicates more similar styles between x| and x;..
Loss design. To inject interference into the concept learned by the personalization method across perturbed inputs, we
propose a consistency loss that enforces stylistic similarity among the images. Instead of computing pairwise distances,

we first calculate the mean Gram matrix across all perturbed images as the reference style:
1 N
Gl = 5 Z Gl(x) (14)
i=1

Then, we measure the discrepancy between each image’s Gram matrix and the mean style representation. The consistency

loss is:
1 N 2
Lconsistency = N ; ”Gl(x{) - GIHZ (15)

Minimizing this loss encourages all perturbed images to exhibit a unified style in the feature space, which promotes
coherent interference against the identity-specific features that personalization methods attempt to capture.

To sum up, the final loss used in our method is £,

L=Lre+Ax Lconsistency, (16)

where A is the ratio used to adjust the effect of consistency loss. Note that although we encourage the perturbed images
to share a similar style, the adversarial noise is constrained by the attack strength and cannot enforce identical styles
across images. Nevertheless, promoting similar styles is beneficial for the protection of privacy.

Dynamic ratio strategy. The ratio A used to control the impact of consistency loss is dynamically adjusted across
PGD [14] iterations. Specifically, suppose the PGD attack runs for a total of K iterations. At the k-th iteration, instead
of using a fixed A, we search for the optimal A; from a predefined interval [0, R].

For each candidate ratio r € [0, R], we calculate the gradient at the k-th iteration with the combined loss £. This
gradient is then used to update A, and the resulting perturbed image at the k + 1-th iteration is obtained by adding A to
the set of clean images X. We then evaluate the reconstruction loss L. using this k + 1-th perturbed image. Among
all candidate ratios r, we select the one that yields the largest L, after the update, and assign it as A for the current
iteration.

The rationale is that a well-chosen ratio should lead to a perturbation that causes more significant degradation in
diffusion-based reconstruction, thereby enhancing the attack’s effectiveness.

Algorithm. The overall procedure of our CAP method is in Algorithm 1. Note that we do not add the consistency loss
at the beginning of the attack. Instead, we introduce it at step k, after the adversarial noise has preliminarily formed, as

adding the style loss at that point leads to more stable optimization.

Table 1. Performance comparison on CelebA-HQ and VGGFace2 datasets.

CelebA-HQ \ VGGFace2
Method FDFRT ISM| SER-FIQ| CLIP-IQA| | FDFRT ISM| SER-FIQ| CLIP-IQA]
Anti-DB 0.1019  0.4243 0.4980 0.6823 0.4150  0.1860 0.2501 0.5316
Anti-DB+CAP  0.1230 0.4056 0.4897 0.6746 0.4338 0.1841  0.2381 0.5232
SimAC 0.7160  0.1077 0.2142 0.4609 0.6225  0.1449 0.2827 0.4419

SimAC+CAP 0.7446 0.0903 0.2139 0.4525 0.6813 0.1267  0.2679 0.4331
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5 Experiment

Dataset. In this study, we utilized two widely used face datasets, CelebA-HQ [9] and VGGFace2 [1], to evaluate the
effectiveness of the proposed method, with each dataset containing approximately 50 individuals. For each individual,
four images serve as the published image set that need privacy protection. All images were center-cropped and uniformly
resized to a resolution of 512 X 512.

Baselines. To evaluate the improvements introduced by CAP, we use Anti-DreamBooth [22] and the state-of-the-art
SimAC [24] method as baselines. We then integrate the CAP method into each to perform a comparative analysis.
Specifically, we assess the protection performance before and after incorporating CAP under identical experimental
settings, allowing us to isolate the contribution of our proposed consistency-aware strategy. This setup enables a fair
and comprehensive evaluation of CAP’s effectiveness.

Metric. In this paper, to comprehensively evaluate both the protection effectiveness and image quality under defense,
we employed four evaluation metrics. We used RetinaFace [2] as the face detector to determine whether a detectable
face exists in the generated image, thereby calculating the Face Detection Failure Rate (FDFR). If a face is detected, we
encode it using ArcFace [3] and compute the cosine similarity between the encoded feature and the average facial
feature vector of the corresponding clean image set, which we refer to as the Identity Score Matching score (ISM). We
set the ISM score to zero for images in which no face is detected. Note that FDFR and ISM are the core metrics for
evaluating the protection capability of anti-personalization methods. A higher FDFR and lower ISM indicate a better
privacy protection effect. To evaluate the quality of the detected face images, we adopted SER-FIQ [21], a face image
quality assessment metric. In addition, we computed CLIP-IQA [25] to assess the overall image quality, which is an
unsupervised image quality and perceptual assessment method based on the CLIP model.

Implementation details. For all methods, we uniformly set the noise step size a to 0.005 and the adversarial noise
strength 7 to 0.05. Our CAP method introduces the consistency loss into the attack procedure at half of the iteration
process. We perform style extraction using VGG-19 by computing Gram matrices from features extracted from the first
five convolutional layers. Additionally, we use a DreamBooth model based on Stable Diffusion 2.1, trained with a batch
size of 2, a learning rate of 5x 1077, and a total of 1,000 training steps, just following the setting of the Anti-DreamBooth
and SimAC. For evaluation, 16 images are generated for each individual. All experiments are performed on a workstation
with Ubuntu 22.04.6 LTS and an A800 GPU with 80GB memory.

5.1 Comparison with Baseline

To evaluate the generality and effectiveness of our method in improving the performance of existing anti-personalization
approaches, we report the experimental results in Table 1. We conduct experiments on two benchmark datasets,
CelebA-HQ and VGGFace2, to evaluate the effectiveness of our proposed CAP method. We apply CAP to two existing
anti-personalization baselines, Anti-DreamBooth and SimAC, denoted as “Anti-DB” and “SimAC” in the table. Note that
Anti-DB includes two variants, FSMG and ASPL; therefore, we report the average results across both versions. On the
CelebA-HQ dataset, Anti-DB+CAP achieves an FDFR of 0.1230, representing a 20% improvement over Anti-DB (0.1019).
Similarly, SimAC+CAP achieves 0.7446, exceeding SimAC’s 0.7160 by 3%. For the ISM metric, Anti-DB+CAP reduces the
value from 0.4243 to 0.4056 (4% improvement), while SImnAC+CAP lowers it from 0.1077 to 0.0903 (16% improvement).
Improvements are also observed in the SER-FIQ and CLIP-IQA metrics, indicating enhanced privacy protection without
perceptual degradation. On the VGGFace2 dataset, a consistent trend is observed. Anti-DB+CAP achieves an FDFR of
0.4338, a 4% gain over Anti-DB (0.4150), and SimAC+CAP improves FDFR from 0.6225 to 0.6813 (9% increase). In terms
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Fig. 3. Visualization. Here, we present the performance of Anti-DB and SimAC, along with the additional improvements achieved by
integrating our CAP method.
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Table 2. Comparison between style loss and content loss.

Method | FDFRT  ISM]

Anti-DB 0.0897  0.4236
Anti-DB+CAP (Content) | 0.0951  0.4153
Anti-DB+CAP (Style) | 0.1359 0.3938

Table 3. Compare static ratio and dynamic ratio strategy.

Method | FDFRT  ISM|

Static_Ratio=20 | 0.1060 0.4101
Static_Ratio=40 0.1033  0.4062
Static_Ratio=60 0.0924  0.4066
Static_Ratio=80 | 0.1182  0.4150
Static_Ratio=100 | 0.0978  0.4100

CAP 0.1359 0.3938

of ISM, Anti-DB+CAP reduces the score from 0.1860 to 0.1841, and SimAC+CAP achieves a 12% reduction, from 0.1449
to 0.1267. Overall, these results demonstrate that our CAP method consistently enhances the performance of existing
anti-personalization methods across multiple metrics and datasets, underscoring the importance of incorporating

consistency constraints in the design of privacy protection against personalization.

Visualization. The visualization result is shown in Figure 3.we can find that our CAP method can successfully improve

the Anti-DB and SimAC method on privacy protection task.

5.2 Ablation Study

To evaluate the effectiveness of the proposed style consistency loss and dynamic ratio strategy, we conduct experiments
on the CelebA-HQ dataset using the Anti-DreamBooth (FSMG version).

5.2.1 Style consistency loss. Although incorporating consistency loss into anti-personalization methods is a promising
direction, the design of inter-image relationships among perturbed images remains underexplored. In Table 2, we
evaluate the effectiveness of applying style consistency loss or content consistency loss [5]. The results show that
while content consistency provides a modest improvement over the baseline Anti-DB method, the gain is limited. In
contrast, style consistency leads to a significantly greater enhancement, highlighting its stronger impact on the privacy

protection task against personalization methods.

5.2.2 Dynamic ratio strategy. In Table 3, we evaluate the effectiveness of the proposed dynamic ratio adjustment
strategy. The dynamic ratio in our method is selected within the range of [0, 100]. For comparison, we experiment with
several fixed (static) ratios: 20, 40, 60, 80, and 100. As shown in the results, no single static ratio consistently achieves
optimal performance across all metrics. For instance, a static ratio of 80 yields the highest FDFR, while a ratio of 40
achieves the lowest ISM. In contrast, our dynamic strategy (CAP) achieves superior performance on both FDFR and
ISM, demonstrating its adaptability and overall effectiveness.
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Table 4. Using different CNN for style extraction.

Method | FDFRT  ISM]

Anti-DB 0.0897  0.4236
Anti-DB+CAP (ResNet50) | 0.1128  0.4053
Anti-DB+CAP (VGG19) | 0.1359 0.3938

Table 5. Different search ratio range [0,R]

Method | EDFRT  ISM|

Anti-DB 0.0897  0.4236
Anti-DB+CAP (R=50) | 0.1087  0.4069
Anti-DB+CAP (R=100) | 0.1359 0.3938

5.3 Discussion

5.3.1 Different CNN for style extraction. In Table 4, we evaluate the performance of our CAP method using different
CNN architectures for style extraction, specifically the classical VGG-19 and ResNet50 [7]. The results show that
both architectures effectively enhance the Anti-DB baseline, and using VGG-19 can achieve the best result. The result

demonstrates the generalizability of the proposed CAP framework across different backbone networks.

5.3.2  Range of search ratio. In Table 5, we evaluate the effectiveness of our CAP method under different search ratio
ranges, specifically [0, 50] and [0, 100]. In both settings, Anti-DB+CAP outperforms the baseline Anti-DB, demonstrating
the effectiveness of incorporating consistency constraints. Notably, the search ratio range of [0, 100] yields the best

overall performance, indicating that a broader search space facilitates more effective optimization.

5.3.3 Different perturbation strength. In Figure 4, we present the protection effects of applying adversarial perturbations

to published images under varying perturbation strengths: %, %, 1T25 and %. The results show that stronger

perturbations lead to more effective privacy protection.

n=0
77:4/2557
77:8/2557
n=12/2557 | we' e <) &
17:16/2557 % : ‘
= ey

Perturbed Images T Generated mages

Fig. 4. Privacy Protection effect under different perturbation strength.
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6 Conclusion

This paper presents Cross-image Anti-Personalization (CAP), a novel defense framework designed to counter unau-
thorized personalization in text-to-image diffusion models. Unlike existing methods that apply adversarial noise
independently to each image, CAP introduces a style consistency loss that promotes uniformity across perturbed images,
thereby leveraging the multi-image nature of personalization tasks. In addition, a dynamic ratio adjustment strategy
adaptively balances consistency and reconstruction losses across attack iterations to enhance optimization effectiveness.
In future work, we aim to extend the CAP framework to defend against personalization in video or multi-concept

scenarios.
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